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ANNOUNCEMENT AND CALL FOR PAPERS

The aim of PQCrypto is to serve as a forum for re-
searchers to present results and exchange ideas on cryp-
tography in an era with large-scale quantum comput-
ers. Original research papers on all technical aspects of
cryptographic research related to post-quantum cryp-
tography are solicited. Topics of interest include (but
are not restricted to):

e Cryptanalysis of post-quantum systems, and

quantum cryptanalysis.

e Cryptosystems that have the potential to be
safe against quantum computers such as: code-
based, hash-based, isogeny-based, lattice-based,
and multivariate constructions.

e Implementations of, and side-channel attacks on,
post-quantum cryptosystems.

e Security models for the post-quantum era.

Instructions to authors

Accepted papers will be published in Springer’s LNCS
series. Submissions must be anonymous. Submissions
must not exceed 30 pages, including appendices and
excluding references, and must be in a single-column
format in 10pt fonts using the default llncs class with-
out adjustments. Reviewers are not required to read
appendices; submissions are expected to be intelligible
and complete without them.

If the submission is accepted, the length of the final
version is at most 35 pages including both references
and appendices, in the llncs class format. Submis-
sions must not substantially duplicate work that any
of the authors has published in a journal or a confer-
ence/workshop with proceedings, or has submitted/is
planning to submit before the author notification dead-
line to a journal or other conferences/workshops that
have proceedings. The submission should begin with
a title, the authors’ names and affiliations, a short ab-
stract, and a list of key words. Its introduction should
summarize the contributions of the paper at a level
appropriate for a non-specialist reader. Submissions
ignoring these guidelines may be rejected without fur-
ther consideration.

Important dates:

January 19, 2024
January 26, 2024
March 15, 2024
March 29, 2024

Initial submission deadline:
Final submission deadline:
- Notification of acceptance:
- Final version due:

General chairs:

- Federico Pintore (University of Trento)

- Ali El Kaafarani (PQShield and U. of Oxford)
Program chairs:

- Markku-Juhani O. Saarinen (Tampere University
and PQShield)
- Daniel Smith-Tone (U. of Louisville and NIST)

Paper submission page: https://easychair.org/conferences/?conf=pgcrypto2024
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